# Digiwijsheid Online – Module 3: Mediawijsheid Antwoorden

## H3: Jij Online

**Vraag 1**

Je kunt bij het aanmaken van een profiel zelf je gebruikersnaam kiezen.

Ook je profielfoto kun je zelf kiezen (en later aanpassen).  
  
Sommige mensen kiezen ervoor om niet hun eigen (voor- en achter)naam

en foto te gebruiken op hun profiel.

**Waarom doen ze dat denk je?**

Om te zorgen dat ze hun privacy bewaken en niet persoonlijke gegevens te delen met onbekende mensen.

**Vraag 2**

**Gebruik jij prive gegevens in je social media profielen?**

**Leg uit waarom wel of waarom niet.**

(Je antwoord mag ook verschillen per social media platform)

Eigen antwoord. Als je jouw antwoord wilt laten controleren, loop dan even naar de docent toe.

**Vraag 3**

Sommige mensen maken hun Instagramaccount privé.

**Zijn de stellingen hieronder waar of niet waar?**

1. Via instellingen kun je je profiel privé maken. Dit kun je altijd aanpassen.
2. Met een openbaar account kun je mensen die je volgen niet verwijderen.
3. Bij een privéprofiel moet je nieuwe volgers zelf accepteren.

**Vraag 4**

En hoe zit dat bij jou? Kies 2 social media apps/platformen die jij gebruikt

en beantwoord de vragen hieronder:

**A. Heb je zelf een openbaar profiel op deze social media?**

 Eigen antwoord. Als je jouw antwoord wilt laten controleren, loop dan even naar de docent toe.

**B. Leg uit waarom je hiervoor gekozen hebt.**

Eigen antwoord. Als je jouw antwoord wilt laten controleren, loop dan even naar de docent toe.

**Vraag 5**

**Hoe kun je zien dat dit Instagram account van de echte Beyoncé is?**

Er staat een blauwe checkmark naast haar naam.

Ze heeft miljoenen volgers.

Ze heeft duizende posts.

**Vraag 6**

Er zijn meerdere dingen waar je naar kan kijken om te zien of een profiel  
nep is. Deze worden besproken in het filmpje hierboven.

**Schrijf 5 dingen op waar je naar kan kijken om een nep profiel te herkennen.**

1. Heeft het profiel een profiel foto?
2. Lijkt de profiel naam echt?
3. Is het een nieuw profiel of al een stukje ouder?
4. Heeft het profiel veel volgers?
5. Heeft het profiel gepost over meerdere soorten content of informatie?

**Vraag 7**

Nu je het filmpje hebt bekeken heb je meerdere tips gehoord over hoe jij  
jouw **online identiteit** kan beschermen en verbeteren.  
  
**Schrijf de 5 tips op die worden beschreven in het filmpje en leg kort uit,  
per tip, waarom deze belangrijk zijn.**

1. Zoek jezelf eens op 🡪 Zo kan je zien wat er allemaal van jou online staat.
2. Doe op facebook of andere social media een privacy check. 🡪 Zo kan je zien wat je allemaal deelt en aan wie.
3. Zet je account of private 🡪 Zo kun je zelf bepalen wie wat kan zien op jouw profiel.
4. Denk na voor je wat online plaatst 🡪 Denk eerst na voor je iets post waar je later spijt van krijgt.
5. Maak een profiel op Linkedin 🡪 Hier kan je op zetten wat jij allemaal voor werk ervaring heb en dan werk je aan jouw toekomst na school.

**Vraag 8**

**Vraag eens aan je ouders of zij social media gebruiken. En zo ja, welke?**  
**Schrijf dit hieronder op.**

Eigen antwoord. Als je jouw antwoord wilt laten controleren, loop dan even naar de docent toe.

**Vraag 9**

**Hebben jouw ouders online weleens iets van jou gedeeld terwijl  
je dat eigenlijk niet wilde? Hoe hebben jullie dat toen opgelost?**

Eigen antwoord. Als je jouw antwoord wilt laten controleren, loop dan even naar de docent toe.

**Vraag 10**

**Waar of niet waar?**

1. Als je het gezicht van iemand blurred / verbergt, dan heb je het  
   recht om foto van die persoon op het internet te plaatsen, omdat  
   het dan geen privacy schending is.
2. Kinderen onder de 18 hebben niet het recht om te bepalen wat  
   er met hun foto's gebeurt. Wettelijk mag dit pas als je volwassen  
   bent.
3. Als iemand eenmaal toestemming heeft gegeven om een foto van  
   diegene te maken, mag je alles met de foto doen. Bijvoorbeeld  
   ook deze plaatsen op het internet.
4. Als iemand toestemming heeft gegeven om een foto te gebruiken  
   voor bijvoorbeeld een website, dan kan die persoon zijn of haar  
   toestemming niet meer intrekken.